

Data Quality Management Control Review List

Instructions:  The MTF DQ Manager and members of the DQ Assurance Team (or other designated structures) will forward the completed DQMC Review List to the MTF Executive Committee and Commander for review, coordination and action to meet timelines for completing the Commander’s Data Quality Statement.  Fill in the form with a Yes/No answer, count/percentage, date or other entry as indicated.  The completed list provides information for the completion of the monthly Commander’s Data Quality Statement.  Bolded items contain data required for the Commander to complete the Data Quality Statement.  Please explain negative responses in the comment sections with proposed corrective actions.  The list is an internal tool to assist in identifying and correcting financial and clinical workload data problems.  All items on this checklist will be completed on a monthly basis unless otherwise specified.  For tracking purposes, the completed forms and accompanying working papers must be kept on file for five years. 



A. Organizational Factors


Leadership commitment and support are critical to assure the appropriate environment for data quality.


POC Name(s) and Phone Number(s)


A.1. The MTF Commander signed last month’s Data Quality Statement acknowledging responsibility for the quality of data reported from the MTF.
Date signed:



A.2. The MTF DQ Manager submitted the completed Commander’s Data Quality Statement to the Service’s respective DQ Manager(s).
Date sent:

A.3. The Data Quality Assurance Team or other designated structure met during the reporting month to complete the DQMC Review List. (Recommend attach meeting minutes.)
  

Date completed:










Reporting month:




A.4. The DQ Manager briefed the reporting month’s DQMC Review List and Financial and Workload Data Reconciliation and Validation results to the MTF Executive Committee.
Date briefed:

A.5. Was there evidence in meeting minutes or other sources of corrective plans, of appropriate resourcing and actions to follow-up on the previous month’s negative findings? (For any data quality issue related to systems operation that cannot be resolved at the MTF, the issue should be noted in the comments section of this Review List with the related trouble ticket number and must be noted in the comments section on the monthly Data Quality Statement.) (Recommend attach meeting minutes.)
Yes/No




A. Comments:  (Include comments for any items reflected above as non-compliant, to include corrective actions being taken, trouble tickets initiated (if applicable), and estimated corrective date.)



B. Data Input


Controls in this category are designed to insure data are entered into the application in an accurate, complete, and timely manner.  For those items that require sampling, recommendations are for statistically valid sample sizes to be used when resources are available.


POC Name(s) and Phone Number(s)


B.1. Are the most current written procedures, in accordance with MHS and Service guidelines, readily available?  (See TRICARE Data Quality Web Page/Hyper-Links and appropriate Service Web Sites.)
a) MEPRS/EAS
b) ADM/KGADS

c)   CHCS
d)   UBO 

Yes/No







a)

b)

c)

d)

B.2. Are the most current written procedures, in accordance with MHS and Service guidelines, used by staff for entering, identifying, correcting and reprocessing data into the systems?  (See TRICARE Data Quality Web Page/Hyper-Links and appropriate Service Web Sites.)
a) MEPRS/EAS
b) ADM/KGADS

c)   CHCS
d)   TPOCS

Yes/No







a)

b)

c)

d)

B.3.  List the current version of software being used?  (See TRICARE Data Quality Web Page/Hyper-Links and appropriate Service Web Sites for Approved Versions.)

                                                         List Current Approved Version below

a) MEPRS/EAS                      a)_________________

b) ADM/KGADS                   b)_________________

c) CHCS                                 c)_________________
d) TPOCS                               d)_________________
MTF software version used






a)

b)

c)

d)

B.4. Are reporting month central system upgrades (and associated loading activities) being received and loaded within 30 days of release? (See TRICARE Data Quality Web Page/Hyper-Links and appropriate Service Web Sites.)  Examples are as follows:

List reporting month Upgrades/Loads completed (examples include, but are not limited to CPT, ICD, DRG, etc):
a)                                     .
b)                                     . 
c)                                     .
Note: (Examples of associated loading activities include, but are not limited to Medical Center Division File update, Department Service Location File update, MEPRS Code File update, etc.) 
Yes/No/NA




B.5. Were all rejected records corrected and retransmitted? (As applicable.) 

a) MEPRS/EAS 

b) ADM/KGADS 

c) CHCS

d) TPOCS (ADM to TPOCS)
Yes/No/NA






a)

b)

c)

d)

B.6.  In the reporting month, what percentage of clinics have complied with “End of Day” processing requirements, “Every clinic - Every day?” (Question 1 of Commander’s Statement.)
% Compliance:


                     %

B.  Comments:  (Include comments for any items reflected above as non-compliant, to include corrective actions being taken, trouble tickets initiated (if applicable), and estimated corrective date.)



C. Data Output 


Data Output controls are used to ensure the accurate and timely distribution of outputs.


POC Name(s) and Phone Number(s)


C.1.  In accordance with TMA policy, “Implementation of EAS/MEPRS Data Validation and Reconciliation,” dated 21 Dec 99 and the most current Service Level Guidance: (Question 2 of Commander’s Statement.) 

a) Was the monthly MEPRS/EAS financial reconciliation process completed?
b) Were monthly Inpatient and Outpatient MEPRS/EAS reconciliation processes 
completed (excluding coding audits performed in C.5 and C.6)?
Yes/No

Date completed:
                    


a)

b)
a)

b)

C.2. Was CHCS software used during the reporting month to identify duplicate patient registration records?

a) What was the number of potential duplicate records in the reporting month?

b)   Do you have a process to reduce the number of duplicate records?
(For the CHCS ADHOC to identify duplicate records, please see TRICARE Data Quality Web Page/Hyper-Links.) 

Yes/No







a)Number:
b)Yes/No:

C.3. Were system outputs transmitted to central repositories by date specified in TMA and Service guidelines? (Question 3 of Commander’s Statement.)

a) MEPRS/EAS    
b) SIDR/CHCS     
c) WWR/CHCS          

d) SADR/ADM       
Yes/No


Date/ Initials





a)

b)

c)

d)


C.4.  Did ADS system administrator: 
a)  Check ADS I-error log?

b)  Correct ADS I-errors?
a) 
b) 
Yes/No




a)

b)

C.5.  In a random review of CHCS dispositions from the reporting month, the medical records staff determined the following percentages from a minimum sample of 30 records and/or sampling size as set by Service Level guidance, whichever is more, the degree to which:

a) Percentage of 




inpatient medical records located (i.e., Is the record on-hand or documented
    as checked out?)
b) Percentage of documentation that was complete.
c) Percentage of inpatient records whose assigned DRG codes and data elements were 
    correct? (Question 4 of the Commander’s Statement.)
d) Percentage of SIDRs completed (in a “D” status.)





Date completed:








a)              %

b)              %
c)              %          


d)              %

C.6.  In a random review of CHCS outpatient appointments from the reporting month, the medical records staff determined the following percentage from a minimum sample of 30 records and/or the sampling size as set by Service Level guidance, whichever is greater: (Question 5(a) of Commander’s Statement.) 


Percentage of outpatient medical records on-hand or documented as checked out? (Denominator equals sample size.)

(1) 





Date completed:



 


                 %

C.7.  In a random review of CHCS outpatient appointments from the reporting month, the medical records staff determined the following percentages from a minimum sample size of 30 “on-hand” records (documentation of visit is included in record) and/or the sampling size as set by Service Level guidance, whichever is greater: (Question 5 (b, c, d) of Commander’s Statement.)

a) What is the percentage of E & M codes deemed correct?  (E & M code must comply with current DoD guidance.) 

b) What is the percentage of ICD-9 codes deemed correct? 

c) What is the percentage of CPT codes deemed correct? (CPT code must comply with current DoD guidance.) 

Note:  Denominator equals sample size of “on-hand” records.
Date completed:


a)              %
b)              %
c)               %

C.8. Was a list of outpatient records, which were checked out of the record section more than 30-days, forwarded to the Medical Records Committee or higher authority for resolution? (Recommend using the CHCS Medical Records Tracking (MRT) module)
(specify # records >30 days.) 
 

a) 
b) 
c) 
d) 
e) 
Yes/No



a) 
b) 







Number of Records




C.9.  Comparison of reported workload data. (Question 6 of Commander’s Statement)

a) # SADR encounters* / # WWR visits 
 
b) # SIDR dispositions* / # WWR dispositions 
c) # EAS visits / # WWR visits 
d) # EAS dispositions / # WWR dispositions 

Validate Service report to the criteria below:
*   For ADM Encounters, omit Appt Status of “No-Show,”  “Cancelled,”  and Disposition
     Code “Left without being seen,” but include Appt Status “TelCon.” 

*   For WWR visits and MEPRS visits use outpatient visits which include APV’s. 
*   Only SADR records marked with an Appt Status of “C” complete, or SIDRs with a 
     Disposition Status of “D” discharged are to be included.
*   Since WWR only collects visit information on B codes, ADM and MEPRS should also 
     be restricted to B MEPRS codes for encounters/visits.  
*   SIDRS to exclude Carded for Record Only (CRO) and absent sick records (primarily 
     Army issue.)

Counts
Percentage


a)        /       .
b)        /       .
c)        /       . 
d)        /       .
a)           %

b)           %
c)            %
d)           %

C.  Comments: (Include comments for any items reflected above as non-compliant, to include corrective actions being taken, trouble tickets initiated (if applicable), and estimated corrective date.)



D. Security:  


These controls should provide assurances that computers and the data they contain are properly protected against theft, loss, unauthorized access, and natural disaster. Items in this section to be completed on Quarterly basis.



POC Name(s) and Phone Number(s)


D.1. Were responsibilities for computer security formally assigned?  

Yes/No




D.2.  Is there a security program in place to address:

a) Password protection?
b) Access to systems?
c) Confidentiality of data?
d) Level of access to MEPRS/EAS, CHCS, ADM, TPOCS?
Yes/No



a)

b)

c)

d)

D.  Comments: (Include comments for any items reflected above as non-compliant, to include corrective actions being taken, trouble tickets initiated (if applicable), and estimated corrective date.)
 
e) 
f) 
g) 




E. System Design, Development, Operations, and Education/Training: 


Controls in this category are intended to ensure that systems meet user needs, are developed economically, are thoroughly documented and tested, and contain appropriate internal controls.  Items in this section to be completed on Quarterly basis.



POC Name(s) and Phone Number(s)


E.1. Was a System Administrator appointed in writing for each system?

a)  MEPRS/EAS
b)  CHCS

c)  ADM 
d)  TPOCS

Yes/No
Name


a)
b)

c)

d)


E.2. Are procedures and documentation in place to ensure that all assigned personnel responsible for data entry receive training and education on CHCS, MEPRS/EAS, TPOCS, and ADM?
Yes/No




E.3. Was a process in place that allows users to submit suggestions concerning new or enhanced requirements through the System Change Request process?
Yes/No




E.4. Was a process in place, such as System Incident Report, where users can identify issues affecting system functioning and operations? 
a) 
b) 
c) 
Yes/No







E.5. Were written procedures in place to assure routine system software and hardware maintenance?
Yes/No




E.6. Are there points of contact identified for equipment failure issues?  

(Name(s)__________________________________________________________)
Yes/No




E.7. Are there contingency plans in place such as creating nightly backup tapes?

Yes/No




E.  Comments: (Include comments for any items reflected above as non-compliant, to include corrective actions being taken, trouble tickets initiated (if applicable), and estimated corrective date.)





























































































- 1 -
PAGE  
3

