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Janet Napolitano: Drudge is 'Just Wrong' on Privacy - Politico, 08/06 - Homeland Security Secretary Janet Napolitano is calling out web news aggregator Matt Drudge for suggesting that she’s an ogre eager to invade the privacy of Americans and in particular those who travel by air.  “I think my nickname is ‘Big Sis.’  
After Winning Key Right, Gays Press for More from Military - WaPo, 08/05 – With the official end of the U.S. military’s ban two weeks away, gay-rights activists are pressing the Pentagon for more than just the right to serve openly.
Poll: OK to Trade Some Freedoms to Fight Terrorism – AP, 09/06 – Surveillance cameras in public places? Sure.  Body scans at airports?  Maybe.  Snooping in personal email?  Not so fast.  The same Americans who are increasingly splashing their personal lives across Facebook and Twitter trace a meandering path when asked where the government should draw the line between protecting civil liberties and pursuing terrorism.
Could DigiNotar Hack Lead to a Cyberattack on You? - FoxNews, 09/06 – Hackers colluding with the Iranian government to spy on democratic activists may have made it easier for cybercrooks to spy on you, a security expert told FoxNews.com.  The Dutch government over the weekend seized control of DigiNotar – which sells “SSL” security certificates that act as a handshake guaranteeing online transactions – saying certificates it had issued were forged and could no longer be relied on.
Cybercrime Costs Exceeds Black Market for Heroin, Coke, Marijuana - FoxNews, 09/07 – A study by Symantec Cop, the maker of Norton computer security software, estimates the cost of global cybercrimes at $114 billion annually.
Patient Data Posted Online in Major Breach of Privacy - NYT, 09/08 - A medical privacy breach led to the public posting on a commercial Web site of data for 20,000 emergency room patients at Stanford Hospital in Palo Alto, Calif., including names and diagnosis codes, the hospital has confirmed.  The information stayed online for nearly a year.
