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10 Years After 9/11, Are America's Cyberdefenses Weaker? – FoxNews, 09/10 -  Following the Sept. 11, 2001 terrorist attacks, many physical security systems in the United States underwent radical change.  But what of our constantly growing online systems?  Each new hacking attack and government revelation seems to indicate that national online defenses are weaker than ever.
How 9/11 Completely Changed Surveillance in U.S. - Wired, 09/11 – Former AT&T engineer Mark Klein handed a sheaf of papers in January 2006 to lawyers at the Electronic Frontier Foundation, providing smoking-gun evidence that the National Security Agency, with the cooperation of AT&T, was illegally sucking up American citizens’ internet usage and funneling it into a database.
Judges: Too Many Civil Cases Kept Secret – AP, 09/13 – Federal judges who set the rules for U.S. courts say too many civil lawsuits are being kept from public view and are urging their colleagues to seal cases only in extraordinary circumstances.
CIA Investigates its Role in NYPD Programs that Monitor Muslim Communities, Infiltrate Mosques - WaPo, 09/13 - The CIA inspector general is investigating whether the agency broke the law by helping the New York Police Department build intelligence-gathering programs that monitored life in Muslim communities, the agency said Tuesday following an investigation by The Associated Press.  Separately, the U.S. government’s top intelligence official conceded that it looked bad for the CIA to be working with city police departments.
Computer-Based Attacks Emerge as Threat of Future, General Says – Wash Times, 09/13 – The general in charge of U.S. cyberwarfare forces said Tuesday that future computer-based combat likely will involve electronic strikes that cause widespread power outages and even physical destruction of thousand-ton machines.  Army Gen. Keith Alexander, commander of the new U.S. Cyber Command, also said that massive losses of private and public data in recent years to computer criminals and spies represent the largest theft in history.
FBI Teaches Agents: 'Mainstream' Muslims Are 'Violent, Radical' - Wired, 09/14 – The FBI is teaching its counterterrorism agents that “main stream” [sic] American Muslims are likely to be terrorist sympathizers: that the Prophet Mohammed was a “cult leader”: and that the Islamic practice of giving to charity is no more than a “funding mechanism for combat.”
