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Facebook Vows to Fix Major Privacy Breach – FOXNews, 09/27 – Social networking giant Facebook promised Tuesday to fix a major privacy breach that allowed it to collect users’ browsing information after they had logged out, The Australian reported.  Australian blogger Nik Cubrilovic sparked a major privacy debate on the Internet Monday when he revealed on his blog that Facebook kept its browser cookies active after a user has logged out of the social network.
Federal Law Blocks Netflix, Facebook Integration - But Should It? - Wired, 09/23 – Facebook announced a slew of updates Thursday making it easier for millions of U.S. customers to effortlessly share their lives via a new timeline – except for details of the movies they’re renting.  For instance, Spotify customers may now consent to the automatic publication on Facebook of the songs they’re listening to.  Netflix customers can do the same with the movies they watch – so long as they are in Canada or Latin America.
Senator Wants Investigation of OnStar's 'Brazen' Privacy Invasion - Wired, 09/26 – New York’s senior Senator Charles Schumer wants the feds to investigate OnStar’s controversial new privacy policy, and demanded the Detroit navigation-and-emergency company refrain from monitoring vehicles after customers cancel service.
In China, Business Travelers Take Extreme Precautions to Avoid Cyber-Espionage - WaPo, 09/27 - Packing for business in China?  Bring your passport and business cards, but maybe not that laptop loaded with contacts and corporate memos.  China’s massive market beckons to American businesses – that nation is the United States’ second-largest trading partner – but many are increasingly concerned about working amid electronic surveillance that is sophisticated and pervasive.
Even Those Cleared of Crimes Can Stay on F.B.I.'s Watch List – NYT, 09/27 – The Federal Bureau of Investigation is permitted to include people on the government’s terrorist watch list even if they have been acquitted of terrorism-related offenses or the charges are dropped, according to newly released documents.  The files, released by the F.B.I. under the Freedom of Information Act, disclose how the police are instructed to react if they encounter a person on the list.
Which Telecoms Store Your Data the Longest?  Secret Memo Tells All - Wired, 09/28 – the nation’s major mobile-phone providers are keeping a treasure trove of sensitive data on their customers, according to newly-released Justice Department internal memo that for the first time reveals the data retention policies of America’s largest telecoms.
