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As Android Gets Popular, so does Android Malware – CNN, 08/05 – As Android devices get more popular, they’re becoming a more attractive target for cybercriminals.  Consequently, if you use an Android smartphone you are now 2.5 times more likely to encounter malware (malicious software) than you were six months ago.
ACLU Might Sue Over Law Limiting Teachers' Facebook Use - The Hill, 08/04 - The American Civil Liberties Union of Eastern Missouri is considering suing the state over the new law that prohibits teachers from sending private messages to students on social-networking sites such as Facebook.
Tech Can Identify Faces (and Social Security Numbers) in a Crowd FoxNews, 08/08 – Is this the death of anonymity?  Imagine this scenario: You’re walking down the street and spy a girl or guy you’d like to get to know better.  You envision a nice cup of coffee followed by a stroll in the park – followed by a happily ever after.  Now imagine that you could point your cellphone’s camera at that person and get not only their name but also personal information such as occupation, marital status and income, and perhaps even likes, dislikes, hobbies and credit score.
Army Approves Atheism-Themed Concert at Fort Bragg – AP, 08/08 – A concert event organized by atheist, agnostic and other non-theist soldiers has been cleared by the Army to take place next spring at Fort Bragg, concert organizers and a spokesman for the post said Monday.  Organizers planned to hold the rock Beyond Belief event this year, but they canceled after saying Bragg leadership was not providing the same support it gave to an evangelical Christian concert last fall.
Survey Finds Smartphone Apps Store Too Much Personal Data - Wired, 08/08 – An uncomfortably large percentage of mobile applications are storing sensitive user account information unencrypted on owners’ smartphones, according to a new survey of 100 consumer smartphone apps.  Some 76 percent of the apps tested stored cleartext usernames on the devices, and 10 percent of the tested applications, including popular apps LinkedIn and Netflix, were found storing passwords on the phone in cleartext.
Privacy Groups Challenge Proposal Expanding Access to Terrorist Watch List – GovExec, 08/08 – The Homeland Security Department’s plan to centralize and expand in-house access to the FBI’s database of suspected terrorists has prompted a letter of protest from a coalition of Washington privacy organizations.  In public comments submitted Aug. 5, a coalition led by the Electronic Privacy Information Center challenged a proposed rule under which Homeland Security would duplicate an existing system of records to create the DHS Watchlist Service.
New Security Cameras to Keep Eye on Muni buses – SF Examiner, 08/08 – With a $6 million federal Homeland Security grant, hundreds of San Francisco’s Muni buses will soon have high-tech video surveillance cameras the transit agency can survey in real-time.  
Collecting DNA From Arrestees is Unconstitutional, California Court Says - Wired, 08/09 – A California appeals court is striking down a voter-approved measure requiring every adult arrested on a felony charge to submit a DNA sample.  The 1st District Court of Appeals in San Francisco said Proposition 69 amounted to unconstitutional, warrantless searches of arrestees.
