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Judge Rules Use of GPS to Track a Cheating Spouse is Not an Invasion of Privacy - NJ.Com, 07/07 - Beware, all you cheating husbands and wives.  The use of a GPS device to track your whereabouts is not an invasion of privacy in New Jersey, a state appellate court panel ruled today.  
Phone Hacking Can Extend Beyond Voice Mail – CNN, 07/08 – While the phone hacking by British tabloid News of the World was unexceptional by technical standards, security experts say the scandal portends how the growth of smartphones will lead to more sophisticated breaches.
Booz Allen Hackers Post 90,000 Military Emails and Passwords - NextGov, 07/11 - the hacker alliance Anonymous on Monday struck defense contractor Booz Allen Hamilton by posting to the Web what it claims are 90,000 military email addresses and passwords.  Anonymous has become the most high-profile sect of a loosely-organized legion of hacktivists who deface websites and expose confidential data belonging to entities they dislike.
A New U.S. Law-Enforcement Tool: Facebook Searches - Reuters, 07/12 - U.S. :law-enforcement agencies are increasingly obtaining warrants to search Facebook, often gaining detailed access to users’ accounts without their knowledge.  A Reuters review of the Westlaw legal database shows that since 2008, federal judges have authorized at least two dozen warrants to search individuals’ Facebook accounts.
Court OKs Airport Body Scanners, Rejects Constitutional Challenge - Wired, 07/15 – A federal appeals court on Friday unanimously declined to block the government from using intrusive body scanners across airports nationwide, saying it is “not persuaded by any of the statutory or constitutional arguments” against them.
Feds Issue Government Teleworker Security Guidelines - InfoWeek, 07/18 - Protection of external IT systems and safeguarding wireless and other telecommunications capabilities that federal teleworkers use are among security guidelines the Office of Management and Budget (OMB) has stipulated as part of the Obama administration's telework policy.
Man's Call for Obama Assassination is Free Speech, not Crime, Court Rules - LA Times, 07/19 - A La Mesa man who posted racial epithets and a call to "shoot" Barack Obama on an Internet chat site was engaging in constitutionally protected free speech, a federal appeals court ruled Tuesday in overturning his criminal conviction.
Law Enforcement to Begin iPhone Iris Scans Amid Privacy Concerns - Reuters, 07/20 - Dozens of police departments nationwide are gearing up to use a tech company's already controversial iris- and facial-scanning device that slides over an iPhone and helps identify a person or track criminal suspects.
Lawyer: Cop Scanner 'Crosses Line' – Boston Herald, 07/21 – Civil libertarians are raising the alarm over the state’s plan to create a Big Brother database that could map drivers’ whereabouts with police cruiser-mounted scanners that capture thousands of license plates per hour – storing that information indefinitely where local cops, states, feds and prosecutors could access it as they choose.
