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Aging 'Privacy' Law Leaves Cloud E-Mail Open to Cops – Wired, 10/21 – Twenty-five years ago Friday, President Ronald Reagan signed legislation that for the first time provided Americans with sweeping digital-privacy protections.  The law came at a time when e-mail was used mostly by nerdy scientists, when phones without wires hardly worked as you stepped out into the backyard, and when the World Wide Web didn’t exist.
NYPD Keeps Secret Intelligence Files on City Muslims Who Change Their Names – Chicago Trib, 10/26 – Muslims who change their names to sound more traditionally American, as immigrants have done for generations, or who adopt Arabic names as a sign of their faith are often investigated and catalogued in secret New York Police Department intelligence files, according to documents obtained by The Associated Press.
Woman Fights Charge Over Fake Facebook Page - Fox NY, 10/26 - Lawyers for a New Jersey woman say the state’s identity theft law doesn’t apply to allegations that she created a fake Facebook profile about her ex-boyfriend.
Feds Embrace Lying in Response to Public-Record Requests - Wired, 10/25 – The Justice Department is proposing new Freedom of Information Act rules allowing the government to inform the public that records do not exist even if they do.  The proposal, published in the Federal Registrar for comment, may codify existing practice, as the government has already lied to requesters of public records that relevant documents did not exist.
Patriot Act Turns 10, With No Signs of Retirement - Wired, 10/26 – The USA Patriot Act, the law granting the government vast surveillance powers that was adopted in the wake of September 11, turns a decade old Wednesday.  But despite its namesake of “Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism,” the law seemingly is being invoked far more to target domestic crime than for fighting terrorism.
Feds to Blacklist Piracy Sites Under House Proposal - Wired, 10/26 – A bipartisan group of House members introduced legislation Wednesday that would boost the government’s authority to disrupt and shutter websites that hawk or host trademark- and copyright-infringing products, including allowing the government to order sites removed from search engines.  Much of the package is similar to a stalled Senate measure known as the Protect IP Act.
