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FBI Partner Attacked by Hackers, Passwords Taken – FOXNews, 06/09 – Nearly 180 passwords belonging to members of an Atlanta-based FBI partner organization have been stolen and leaked to the internet, the group confirmed Sunday.  The logins belonged to member of the local chapter of InfraGard, a public-private partnership devoted to sharing information about threats to U.S. physical and Internet infrastructure, the chapter’s president told The Associated Press.
U.N. Report Declares Internet Access a Human Right - Wired, 06/03 – A United Nations report said Friday that disconnecting people from the internet is a human rights violation and against international law.  The report railed against France and the United Kingdom, which have passed laws to remove accused copyright scofflaws from the internet.  It also protested blocking internet access to quell political unrest.
Feds: WikiLeaks Associates Have 'No Right' to Know About Demands for Their Records - Wired, 06/02 – Three associates of WikiLeaks challenging a government demand for records of their Twitter use have no right to information about similar demands that may have been issued to other internet companies, the Justice Department told a federal judge Thursday.
Jilted Ex-Boyfriend's Abortion Billboard Ignites Free Speech Debate – FOXNews, 06/07 – A New Mexico man’s decision to lash out with a billboard ad saying his ex-girlfriend had an abortion against his wishes has touched off a legal debate over free speech and privacy rights.  The sign on Alamogordo’s main thoroughfare shows 35-year-old Greg Fultz holding the outline of an infant.
Citi: Hackers Tapped Into Data of 200,000 Card Holders – FOXNews, 06/09 – Citigroup said computer hackers breached the bank’s network and accessed the data of about 200,000 bank card holders in North America, the latest of a string of cyber attacks on high-profile companies.
Facebook Lets Users Opt Out of Facial Recognition – CNN, 06/09 – Facebook’s Computer systems will soon be able to recognize familiar faces.  Facebook is making changes to the process for tagging friends in photos uploaded to the social network, the company announced on Tuesday.
Regulators Probe Facebook's Facial Recognition – FT, 06/09 – A number of European privacy regulators are investigating Facebook’s facial recognition feature amid mounting concern about the technology, which attempts to identify people in photos uploaded to the website.  The social networking site has come under fire from the German, UK and Irish authorities for introducing the feature without permission from users.
Tenn. Law Bans Posting Images That "Cause Emotional Distress" Ars Technica, 06/09 - A new Tennessee law makes it a crime to “transmit or display an image” online that is likely to “frighten, intimidate or cause emotional distress” to someone who sees it.  Violations can get you almost a year in jail time or up to $2500 in fines.
