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Court: No Right to Resist Illegal Cop Entry Into Home - NWI Times, 05/12 - Overturning a common law dating back to the English Magna Carta of 1215, the Indiana Supreme Court ruled Thursday that Hoosiers have no right to resist unlawful police entry into their homes.
Bradley Manning Friend Sues DHS Over Seized Laptop – Wired, 05/13 – A WikiLeaks supporter and friend of accused leaker Bradley Manning filed a federal lawsuit Friday accusing U.S. border officials of violating his rights by seizing his laptop without a warrant as he re-entered the country from a vacation in Mexico last year.
(UK) Judge Issues Gag Order for Twitter - Reuters, 05/13 - A British judge has banned Twitter users from identifying a brain-damaged woman in one of the first attempts to prevent the messaging website from revealing sensitive information.
Making the Internet Safe for Kids – FOXNews, 05/14 – Experts proposed several ways to “lock down” the Web to keep kids safe, after two major4 studies have revealed that it’s far too easy for kids to gain access to parts of the Internet that may be dangerous or simply inappropriate for them.
Supreme Court Affirms Police Action in Kentucky Drug Case - WaPo, 05/16 - The Supreme Court on Monday gave law enforcement officers new authority to enter a home without a warrant when they have reason to believe that drug evidence is being destroyed.  The court ruled 8 to 1 that Kentucky police who smelled marijuana at an apartment door, knocked loudly and announced themselves, and then kicked in the door when they thought the drugs were being destroyed did nothing wrong.
US Outlines Global Plan for Cyberspace - AP, 05/16 - The Obama administration laid out plans Monday to work aggressively with other nations to make the Internet more secure, enable law enforcement to work closely on cybercrime and ensure that citizens everywhere have the fr4eedom to express themselves online.  And in the strongest terms to date, the White House made it clear the U.S. will use its military might to strike back if it comes under a cyberattack that threatens national security.
Data Theft May Expose Jobless Residents - Boston Globe, 05/18 – The personal financial information of up to 210,000 unemployed Massachusetts residents may have been stolen in a data breach caused by a virus discovered in state labor department computers four weeks ago, officials said yesterday.
Android Smartphones Face Data Breach Threat – FT, 05/18 – Owners of Android smartphones are being warned to avoid public WiFi networks after researchers found a security flaw that could affect the vast majority of devices based on Google’s software.
HHS Inspector General Says Push for Electronic Medical Records Overlooks Some Security Gaps - WaPo, 05/17 - The nation’s push to computerize medical records has failed to fully address longstanding security gaps that expose patients’ most sensitive information to hackers and snoops, government investigators warn.  Two reports released Tuesday by the inspector general of the Health and Human Services Department find that the drive to connect hospitals and doctors so they can share patient data electronically is being layered on a system that already has glaring privacy problems.
