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Digital Censorship Grows as Media Moves Online FOXnews, 05/02 – Governments worldwide are developing new tools to censor reporters as the media increasingly moves online, the Committee to Protect Journalists said Monday.
Issa Says white House Employees Can Use iPads to Circumvent Records Act - Wash Exam, 05/03 - Waving an iPad while questioning an official from the Obama White House, House Oversight and Government Reform Committee Chairman Rep. Darrell Issa, R-Calif., said that administration employees could “circumvent” federal law on presidential record-keeping by using such electronic devices to send official emails from private accounts.
Smartphone Data Anxieties Rise – FT, 05/02 – Recent disclosures about the extent of sensitive personal data collected by smartphones and disseminated to businesses are prompting increased scrutiny by the US Congress and raising the odds that information privacy laws will be enacted.
Appeals Court: No Hacking Required to be Prosecuted as a Hacker - Wired, 04/29 – Employees may be prosecuted under a federal antihacking statute for taking computer files that they were authorized to access and using them in a manner prohibited by the company, a federal appeals court has ruled.  The case decided 2-1 Thursday by the 9th U.S. Circuit Court of Appeals concerned the Computer Fraud and Abuse Act.
On The Money: Internet Police - CBS, 05/03 – With California deep in debt, a controversial plan has emerged that calls for private vendors to monitor what you buy on the Internet.  The Board of Equalization (BOE) says it could raise a billion dollars a year in previously uncollected use taxes, but critics call it haunting to hire “Internet Police.”
Suit Against PC Renter Raises Privacy Questions - AP, 05/04 - You didn’t pay your bill.  We need out computer back.  And here’s a picture of you typing away on it, the computer rental company told a client as it tried to repossess the machine.  Those allegations appear in a federal lawsuit alleging that the firm, Atlanta-based Aaron’s Inc., loaded computers with spyware to track renters’ keystrokes, make screenshots and even take webcam images of them using the devices at home.
