[image: image1.jpg]A

Wide Area Workflow



[image: image2.emf]TRICARE

Management

Activity

TRICARE

Management

Activity


	TRICARE Management Activity (TMA)

Acquisition Management and Support (AM&S)

Wide Area Workflow (WAWF) 

Procedures Guide for Government Users



	 Version 1.0

April 2011
FINAL


Prospective Government users should refer to the Government Checklist to track their progress throughout the WAWF start-up process.   

1.  Complete DD Form 2875.  Complete a mandatory DD Form 2875 using Supplemental Instructions and return to Group Administrator (GAM) for further processing, as TMA must keep accurate records of personnel who have been granted access to the WAWF.  
2.  Verify contracts to be used are in Electronic Document Access (EDA).  Contact your Acquisition Manager or the TMA GAM with the complete contract and delivery order number.  They can verify it within EDA.

3.  Identify and verify the correct location code.  Verify DODAAC - Extension Code as the correct the location code of the TMA Contracting Officer Representative (COR) / WAWF Acceptor.  Location codes consist of DODAAC - Extension Codes and are utilized by WAWF for document control and routing purposes. These codes are also used by vendors when initiating a WAWF invoice or receiving report.  

Warning: WAWF documents will not process properly unless the correct routing information (DODAAC - Extension Codes) is entered by the vendor during submission. 

WAWF Location Codes have been established for TMA offices.

a. Issue DODAAC:  This is the DODAAC of the Contracting Office issuing the contract or delivery order.  The Issue DODAAC appears in Block 6 of the DD Form 1155 and Block 7 of the SF 33.
b. Admin DODAAC:  This is the DODAAC for the Contracting Office (in most cases).
c. Acceptor DODAAC:  This is the DODAAC for the Requiring Activity.
d. Payer DODAAC:  This is the DODAAC of the DFAS Paying Office.

4.  Registration and Activation of New Users.  Once all of the above steps have been completed, prospective users can register on the WAWF web site.  This site may be accessed by entering the following URL into the Internet Explorer address block:  https://wawf.eb.mil/.  New users may follow the step-by-step self registration instructions and contact the GAM if additional assistance is required.  During registration, TMA users must also enter both the TMA DODAAC and the DODAAC Extension.  After self-registration the GAM will be notified by a system generated e-mail.  

5.  Activate New Users.  GAM will activate users after he/she electronically signs DD Form 2875, forwards form to the TMA Security Manager for additional signatures, and receives the updated version from the Security Office. 

Once the GAM completes the on-line activation the new user will receive a system generated e-mail and has the ability to log-in with a Common Access Card (CAC) or an User ID, Password, and answers to their 3 security questions.  
Note: Personal passwords need to be changed every 60 days.  Passwords may not contain repeating characters, and must contain at least one lower case character, one upper case character, one number, one letter and one special character (!@#$%^&*).  After three unsuccessful attempts to access the account, the WAWF system will lock the user’s account.  The GAM must then be contacted to reset the user account and allow for access.   

Note: Non - TMA Employees are required to complete a DD Form 2875 after the TMA Security Manager has signed and the Non - TMA Employees has a Visit Authorization Request (VAR) submitted by their Security Manager through the Joint Personnel Adjudication System (JPAS) to the TMA Security Manager for security information verification.
6. Deactivate New Users.  GAM will deactivate users after receiving notification that WAWF access is no longer needed.  Users will be responsible for disclosing when WAWF access is no longer needed. Users are also responsible for identifying replacement(s) if necessary. 

7.  Complete Web-Based Training Course (government personnel and vendors).  Users may learn about the different areas of WAWF by reviewing the Web-Based Contracting Office Training Course found at http://www.wawftraining.com.  If anyone has difficulty using the web-based training due to connectivity, the training can be downloaded. 

8.  Review Web-Based Training. Users may follow Step-by-Step instructions (video link or PDF) classified by user role and document type are available on the following link: https://wawftraining.eb.mil/xhtml/unauth/web/wbt/WbtMainMenu.xhtml
9.  Practice Submitting and Processing WAWF Documents.  Users may practice creating and taking action on example receipts and acceptance document via the Hands-On Practice System which mirrors the look and feel of the production site.  
10.  Instruct Vendors on Initiating WAWF Documents.  Once Government users have been activated and feel comfortable with their WAWF role and responsibilities, they should notify their vendors that they are ready to begin processing documents via WAWF.  Government users should remind vendors of the importance of entering the proper location code EVERY TIME they submit a document through WAWF.  Please provide instructions to new vendors to emphasize this point.  

11.  Seeking Advice Prior to Accepting WAWF Documents.  WAWF Acceptors should feel free to get advice from other Government employees or their support contractor before accepting any invoice.   

In doing so, please remember that information on an invoice submitted by an OCI Category 2 contractor should not be shared with another OCI Category 2 contractor, nor should information on an invoice submitted by an OCI Category 3 contractor be shared with another OCI Category 3 contractor, etc.  
It is permissible to obtain advice from OCI Category 1 or 2 contractor personnel regarding an invoice submitted by an OCI Category 3 contractor.  For non-purchased care contracts, only TMA Government employees are authorized to have access to the WAWF system, however there is a way to electronically collaborate on WAWF actions prior to acceptance 

Note: In accordance with current DoD policy, TMA CORs are not authorized to approve Public Vouchers submitted for Cost-reimbursement, Time and Materials and Labor Hour contracts.  DCAA has sole authority to verify and approve interim vouchers and the Administrative Contracting Officer has sole authority to approve final vouchers.  Within WAWF, TMA CORs can view these documents for information purposes only.   TMA CORs perform interim approval for both contractor 2-in-1 format and COMBO format invoice/receiving reports using the WAWF Acceptor role.  TMA policy memo, dated 28 September 2009, subject: Oversight of Receiving Reports Using Wide Area Workflow, rescinds the previous TMA requirement for a second level review using the Local Processing Office role.   
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